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Regain the physical control

• Request the return of the IT assets

• Inventory of documentation from 

homes and carriers to the office

• Destroy unneeded documentation

• Assess risks of missing IT assets

• Update backups and parches

The return of IT assets 



Complete disrupted work

• Update the data register (RoPA)

• Review contracts with emergency 

IT service providers

• Ensure integrity of consents 

• Reassess the necessary and legal 

grounds without public health 

reasons

Fix past shortcomings 



Meet with HR, IT, compliance and ops

• Discuss changes and exceptions

• Identify policy waivers

• Align plans to return to normal

• Update remediations in data 

impact assessments

• Ask for no formalized controls

• Missed training

Normalize activities



Reevaluate your privacy plan

• Reevaluate the budget and targets

• Resume ongoing due diligence

• Ask for pending certificates

• Protection to non-vaccinated staff

• Plan inspections to be resumed

• Review changes in access rights 

Adjust activities



Identify new vulnerabilities and threats

• More ecommerce clients

• Spear-phishing after Facebook 

breach

• Downsized staff 

• Work from anywhere 

• More data sharing to consultants

Reassess privacy risks



GDPR enforcement and 

fines are also coming 

back to normal

Watchdogs are waking up.






